Cascading etfects of cyber-attacks on Interconnected

Critical Infrastructure

Motivation: To investigate attacks on cyber-physical systems, and their cascading effects.
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System of systems — a mechanism
to conduct impact analysis.

Attack modelling — a mathematical
framework for attack models.
Prototype tool — Physical design
with security analysis.
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